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200,000 Facebook Marketplace user records
leaked on hacking forum

A threat actor leaked 200,000 records on a hacker forum, claiming they contained the mobile

phone numbers, email addresses, and other personal information of Facebook Marketplace

users.

BleepingComputer veri�ed some of the leaked data by matching the email addresses and

phone numbers on random records within the sample data shared by IntelBroker, the threat

actor who leaked the data online.

A Meta spokesperson was not immediately available for comment when contacted by

BleepingComputer earlier today.
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New Qbot malware variant uses fake Adobe installer popup for evasion

New critical Microsoft Outlook RCE bug is trivial to exploit

‘World’s biggest casino’ app exposed customers’ personal data
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Over 13,000 Ivanti gateways vulnerable to actively exploited bugs

Google saves your conversations with Gemini for years by default

Security �aw in a popular smart helmet allowed silent location tracking

 

#Patch Time!

Microsoft February 2024 Patch Tuesday �xes 2 zero-days, 73 �aws

Zoom patches critical privilege elevation �aw in Windows apps

Microsoft Exchange update enables Extended Protection by default

SolarWinds �xes critical RCE bugs in access rights audit solution
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Microsoft says it �xed a Windows Metadata server issue that’s still broken

OpenAI blocks state-sponsored hackers from using ChatGPT

Write cleaner React code with SonarQube 10.4
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This content was created by Kindred Group Security. Please share if you enjoyed!

Kindred Group in brief

Kindred Group is one of the world’s leading online gambling operators with business across

Europe, US and Australia, offering more than 30 million customers across 9 brands a great form

of entertainment in a safe, fair and sustainable environment. The company, which employs

about 2,000 people, is listed on Nasdaq Stockholm Large Cap and is a member of the European

Gaming and Betting Association (EGBA) and founding member of IBIA (Sports Betting Integrity

Association). Kindred Group is audited and certi�ed by eCOGRA for compliance with the 2014

EU Recommendation on Consumer Protection and Responsible Gambling (2014/478/EU). Read

more on www.kindredgroup.com.
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