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AT&T says leaked data of 70 million people is
not from its systems

AT&T says a massive trove of data impacting 71 million people did not originate from its

systems after a hacker leaked it on a cybercrime forum and claimed it was stolen in a 2021

breach of the company.

While BleepingComputer has not been able to con�rm the legitimacy of all the data in the

database, we have con�rmed some of the entries are accurate, including those whose data is

not publicly accessible for scraping.

The data is from an alleged 2021 AT&T data breach that a threat actor known as ShinyHunters

attempted to sell on the RaidForums data theft forum for a starting price of $200,000 and

incremental offers of $30,000. The hacker stated they would sell it immediately for $1 million.

Read More

https://www.bleepingcomputer.com/news/security/att-says-leaked-data-of-70-million-people-is-not-from-its-systems/


 

More #News

Over 15,000 hacked Roku accounts sold for 50¢ each to buy hardware

International Monetary Fund email accounts hacked in cyberattack

French unemployment agency data breach impacts 43 million people

 

#Breach Log

Fujitsu found malware on IT systems, con�rms data breach

Hackers exploit Aiohttp bug to �nd vulnerable networks

New acoustic attack determines keystrokes from typing patterns

StopCrypt: Most widely distributed ransomware evolves to evade detection

 

#Patch Time!

Google Chrome gets real-time phishing protection later this month

Microsoft March 2024 Patch Tuesday �xes 60 �aws, 18 RCE bugs

Windows 10 KB5035845 update released with 9 new changes, �xes

 

#Tech and #Tools

Fake Leather wallet app on Apple App Store is a crypto drainer

McDonald's: Global outage was caused by "con�guration change"

SIM swappers hijacking phone numbers in eSIM attacks
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This content was created by Kindred Group Security. Please share if you enjoyed!

Kindred Group in brief

Kindred Group is one of the world’s leading online gambling operators with business across

Europe, US and Australia, offering more than 30 million customers across 9 brands a great form

of entertainment in a safe, fair and sustainable environment. The company, which employs

about 2,000 people, is listed on Nasdaq Stockholm Large Cap and is a member of the European

Gaming and Betting Association (EGBA) and founding member of IBIA (Sports Betting Integrity

Association). Kindred Group is audited and certi�ed by eCOGRA for compliance with the 2014

EU Recommendation on Consumer Protection and Responsible Gambling (2014/478/EU). Read

more on www.kindredgroup.com.
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