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Telegram fixes Windows app zero-day used
to launch Python scripts

Telegram �xed a zero-day vulnerability in its Windows desktop application that could be used to

bypass security warnings and automatically launch Python scripts.

Over the past few days, rumors have been circulating on X and hacking forums about an alleged

remote code execution vulnerability in Telegram for Windows.

While some of these posts claimed it was a zero-click �aw, the videos demonstrating the

alleged security warning bypass and RCE vulnerability clearly show someone clicking on shared

media to launch the Windows calculator.
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This content was created by Kindred Group Security. Please share if you enjoyed!

Kindred Group in brief

Kindred Group is one of the world’s leading online gambling operators with business across

Europe, US and Australia, offering more than 30 million customers across 9 brands a great form

of entertainment in a safe, fair and sustainable environment. The company, which employs

about 2,000 people, is listed on Nasdaq Stockholm Large Cap and is a member of the European

Gaming and Betting Association (EGBA) and founding member of IBIA (Sports Betting Integrity

Association). Kindred Group is audited and certi�ed by eCOGRA for compliance with the 2014

EU Recommendation on Consumer Protection and Responsible Gambling (2014/478/EU). Read

more on www.kindredgroup.com.
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