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Spine Collector Arrested by FBI, But the Saga
Isn’t Over

The U.S. Attorney’s Office for the Southern District of New York announced that it had arrested

Filippo Bernardini, a 29-year-old Italian man, for allegedly conducting a dastardly scheme that

has bewildered the book-publishing business for the better part of five years.

Bernardini, who works in the foreign-rights department of the British arm of Simon & Schuster,

is accused of impersonating hundreds of his colleagues — editors, agents, literary scouts — by

creating fake email accounts in order to dupe others into sharing book manuscripts before they

have been published.

The thief had gone after hundreds of books, from titles by big-name authors (Margaret Atwood,

Anthony Doerr, Jennifer Egan) to books by debut novelists most readers had never heard of.

And no one could figure out why they were doing it at all.

Read More on Vulture
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This content was created by Kindred Group Security. Please share if you enjoyed!

Kindred Group in brief

Kindred Group is one of the world’s leading online gambling operators with business across

Europe, US and Australia, offering 30 million customers across 9 brands a great form of

entertainment in a safe, fair and sustainable environment. The company, which employs about

1,600 people, is listed on Nasdaq Stockholm Large Cap and is a member of the European

Gaming and Betting Association (EGBA) and founding member of IBIA (Sports Betting Integrity

Association). Kindred Group is audited and certified by eCOGRA for compliance with the 2014

EU Recommendation on Consumer Protection and Responsible Gambling (2014/478/EU). Read

more on www.kindredgroup.com.
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